
CYBERSECURITY 
            TRENDS

57%%
of organizations said they host 
networks in the cloud because 
of better data security (Cisco
Annual Cybersecurity Report, 
2018)

34%%
of security professionals com-
pletely rely on machine learning 
(Cisco Annual Cybersecurity 
Report, 2018)

Source: Cisco 2018 Annual Cybersecurity Report
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of security professionals buy 
best-of-breed solutions (Cisco
Annual Cybersecurity Report, 
2018)

ORGANIZATIONS USED MORE SECURITY VENDORS IN 2017

10 CYBERSECURITY TRENDS IN 2018

30%%of security professionals said they 
used products from 1-5 vendors (Cisco 
Annual Cybersecurity Report, 2018)
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Sources:
https://www.gavstech.com/cybersecurity-trends-2018/

https://www.cisco.com/c/dam/m/hu_hu/campaigns/security-hub/pdf/acr-2018.pdf
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